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Abstract 

Organizations in both public and private sectors have become increasingly dependent on 

electronic data processing. Protecting these important data is of utmost concern to the 

organizations and cryptography is one of the primary ways to do the job. Public Key 

Cryptography is used to protect digital data going through an insecure channel from one place to 

another.  

This paper is concerned primarily with preparation of a cryptographic library BigNumber in Java, 

which used in implements various mathematical algorithms used in Cryptography for Encryption 

and Decryption such as RSA, IDEA, DES etc. We also implement these algorithms on universal 

base system. Therefore these algorithms works not only familiar Binary, Decimal or 

HexaDecimal number system but also work on any user defined number system. Since many of 

the most widely implemented techniques emphasis is placed on efficient algorithms for 

performing the basic arithmetic operations in this structure (addition, subtraction, multiplication, 

division, and exponentiation). In some cases, several algorithms will be presented which perform 

the same operation. For such algorithms efficiency can be measured in numerous ways such as 

Time requirement for execution and memory space (Heap and Non Heap) requirement. 

R Library is implemented irrespective of any Radix base number representation. It is used in any 

Cryptographic or large calculation system. The results are also useful to design efficient 

implementation of large calculation system. 
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